DOCUMENTS & RECORDS POLICY

DOCUMENTS & RECORDS POLICY – PP15

1.
INTRODUCTION


This policy describes Phoenix Support’ arrangements for retaining records and the period over which they should be held. It includes the guidance for archiving, retention and disposal of all information we collect and document
2.
POLICY STATEMENT 


Phoenix Support uses record keeping systems to verify its activities concerning its finances, people who use services and the staff in its employment, we also use recording systems and documentation to continually improve our service. Our policy will protect the individual’s right to a private life and will not knowingly divulge or keep information that we no longer need or have a right to collect
3.
DEFINITION


Documents are created for the use and information of staff, these will include policy documentation that is used for reference and forms for completion. Until the point they completed, once a document has had information entered into it for storage it then becomes a record. Records can include paper based evidence of payments made and received, contracts and correspondence with people and businesses along with records used to report on activity with those who sue services. It also includes all electronic records and in particular email which is treated as correspondence for the purposes of the Information Commissioner.

4.
PURPOSE

To ensure that Phoenix Support complies with requirements set by legal and governing bodies, our aim is to ensure that information is stored in accordance with law and guidance as well as for the ease of access to ensure that we record achievements and outline areas that may need improvement, this way we will ensure that what we achieve is the best possible result for our services. We will also ensure that our staff are recognised for the value they bring to us and to our service users
5.
CONTEXT

Phoenix Support keeps records as required by Companies House, and the Information Commissioner. We record information in line with the GDPR 2018 requirements and protect all data as required by law and expected by our service users. The CQC require us to record information relating to the support we provide and our commissioners within KCC expect our records to reflect our service, to this end our records will evidence the quality and of our delivery. Regulation 20 Outcome 21: Records
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6.1

GENERAL



6.1.1
Phoenix Support is committed to the safe management of its documents and records in line with legislative requirements and good practise, we take the protection of our records seriously and endeavour to set our document control procedures high.

6.1.2
Information management is essential to the performance of the business and the strategy going forward, all staff must be a part of this in order for it to succeed, to that end we require all staff to read and understand their role in adhering to this policy

6.1.3
Phoenix Support are fully aware of their responsibility to the environment and to this end are working towards a paperless system of working, we will ensure that going forward all document storage is done electronically and all paper versions are registered and then destroyed (see Disposal section 6.10) 

6.2

CREATION

6.2.1
All documentation will be issued from Head Office and controlled to ensure that it retains its integrity sand is fit for purpose. All documents will have a header (Document Title) and a Footer (Company, Ref, Author, Version, Date and Page 1 of #) 

6.2.2
It will be the responsibility of the admin assistant to maintain and issue each document according to any changes, a register of documents and versions will be kept at Head Office to track any changes, and a master document list will be kept ensuring full control is maintained 

6.2.3
All documents will remain the property of Phoenix Support at all time, wherever possible all documents will be protected from change and stored electronically in PDF format. Copying of records is not to be done without authorisation.

6.2.4
Any request for documentation if it is not available must be centralised and authorised by Head office and a member of the senior Management team (SMT).  Documents that need to be issued will only be done so once agreed by the SMT

6.3

DOCUMENT CHANGES

6.3.1
One complete set of printed master documents will be in place at head office, this copy will be the only printed version of the control documents that will be stored electronically for all to access on the CareForIt, this will be controlled and changes issued by the Office Manager.

6.3.2
This will be the only issued and correct version of the Phoenix Support Management System, and there will be an accompanying master document list. The master document list (QM004) will be controlled by Head Office, it will outline the version control and status of each document within the management system.

. 

6.3.3
All Changes in documentation must be sanctioned by the Standards Review Group (SRG) at the Management review meeting every two months to ratify all changes that have taken place. 

6.3.4
Any document that requires changing between the SRGs must be authorised by a member of the senior Management team, and will be ratified at the following SRG, all suggested changes must be submitted via email (or in writing) to the Office Manager

6.3.5
Changes to any document can be requested from any member of staff, they must ensure they outline the reason and justification for the change and then submit it for consideration, all change requests will be responded to by the Office Manager to acknowledge receipt and an outcome will also be sent after the change has been ratified or declined, with reasons given.

6.3.6
Minutes from the SRG meetings will be circulated to all staff no more than five days from the date of the meetings, it will be the responsibility of the admin assistant or compliance officer  to ensure this is done. All meetings will be set in advance and invite will be sent to appropriate attendees in advance.

6.4

ACCESS TO DOCUMENTATION 

6.4.1
Access to all company documents will be by authorised personnel only, this control will be allocated from Head Office. Any request to documents that is not already granted must be submitted in writing to Head Office

6.4.2
All company documents will be stored on the CareForIt System and accessed only by   

             authorised users.
6.4.3
Archived electronic records will only be accessible on request and records will only be kept for a limited period of time, no information will be retained for longer than it is required. Each user is to ensure they protect the access to their own documents as required.

6.5

RECEIPT & RGISTRATION

6.5.1
This section outlines the process for the receipt of documents where they are to be archived or processed. All documents that are to be archived will only be in electronic format and therefore a registration and destruction process must be followed.
6.5.2
The Admin Assistant and Compliance officer will ensure that the register of document authenticity is maintained and that this process is followed. The Admin Assistant and Compliance Officer will oversee and complete archiving.

6.5.3
Any documents received will be allocated a URN (unique Reference Number) and entered onto a database for record and reference, this will be controlled by the Office Admin and Compliance Officer.
6.6

DISTRIBUTION

6.6.1
Distribution of documents will be via email, this will communicate any issue or change and one document will be available for access on the OneDrive, all those who are likely to access the document will be informed of its availability, issue number and location.

6.6.2
Documents can be attached to emails and sent, using a secure email or encrypted facility, all documents can be securely stored on the CareForIt System. 
6.6.3
Any changes or access to that document will then have a recorded version control and changes or entries can be tracked by administrators or auditors.

6.7

USE OF DOCUMENTATION

6.7.2
Any use of documents must be restricted to the purpose for which they are issued, all documents remain the property of Phoenix Support and are part of an internal structured system

6.7.3
All staff are responsible for ensuring that any entry onto a document, which will then become a record is a true version of events 

6.7.4
Guidance from the FSA guidance outlines that “A firm may arrange for records to be kept in such forms as it chooses, such as hard copy, disk or tape…….” a record would be readily accessible if it were available for inspection within 48 hours of the request being made. Phoenix Support will ensure this guidance is adhered to.

6.7.5
HMRC has issued guidance that electronically stored documents are to be treated the same as hard copies as long as the detail reflects the requirements. All staff must ensure that records are kept for the purpose they were intended.
6.7.6
Staff are able to access and use all documents that are part of the quality management system, this has been deemed as suitable and fit for purpose. Any document that staff make entry on will be become a record and may be reviewed for any purpose including investigation.
6.7.8
Where it is found that a record has been created and information has been recorded falsely it may leave the author liable to disciplinary or even criminal proceedings 

6.8

MAINTENANCE

6.8.1
Document audits will be undertaken as part of our ongoing commitment to quality, each audit will generate a report which will be passed to the Management team to review in the monthly meeting to discuss positions and correctives, and this will ensure all correctives are allocated for completion and followed through.
6.8.2
No Document or Record will be stored either physically or electronically without reason or justification, all information that is not required to be kept will be securely destroyed by the document owner, this must be done in line with Data GDPR 2018 Policy and ensure that no personal or confidential information can be accessed.
6.9

STORAGE & ARCHIVING

6.9.1
Not all documents or records require storing or archiving, all staff are to exercise caution over the documents and records that they submit for storage, and where there is doubt advice should be sought for the necessity to kept records.

6.9.2
Al records and documents that are required to be stored for any period of time will be logged on the central database by the Office Admin or the Compliance Officer.
6.9.3
Physical storage of documents for the purpose of Phoenix Support business will not normally be necessary, we will only store documents once they are not needed for everyday use in an electronic format, and the process will be overseen by the Compliance Officer or the General Manager.

6.9.4
All documents that are to be archived or stored must be kept on the Phoenix Support CareForIt system. in secure locations, it is the responsibility of all staff to ensure that they retain information in the right location and that it is kept securely.

6.9.5
No record or document will be kept for longer than necessary, where statutory requirements are in place they will override the company policy, this will include items relating to employers liability, water safety, asbestos etc. if there is no statutory or regulatory guidance then the retention period for records will be set as default at 6 years from the date it is no longer required. 

6.9.6
Documents that are removed for disposal from archiving must remain on a register of destroyed documents, this register will be maintained by the Office admin and Compliance Officer  and will include dates and reason for destruction or removal from electronic storage.

6.9.7
It is not sufficient to indicate that a quantity of records has been destroyed on a certain date. Enough details will be retained to identify which records have been destroyed. The General Manager and Compliance Officer will have overall responsibility for the register of destroyed records.
6.10
DISPOSAL

6.10.1
Where litigation is possible, the records and information that might be required should not be amended or disposed of until the possibility of litigation has been removed.

6.10.2
Written evidence of the destruction of an original document and of identification of the copy will enable the electronic version to be presented in subsequent civil proceedings (under the Civil Evidence Act 1968) and in criminal proceedings (under the Police and Criminal Evidence Act 1984).
6.10.3
Written evidence of the destruction of the original and of identification of the copy must always be preserved in case oral evidence is no longer available when needed 

6.10.4
There should be a proper system for, (I) identifying each file or document destroyed; (ii) recording that the complete file or document, as the case may be, has been photographed; (iii) recording identification by the camera operator of the negatives as copies of the documents photographed; and (iv) preserving and indexing the negatives.
6.10.5
If a microfilm, electronically or photographically stored data is required to be produced in evidence, a senior member of staff should be able to certify that: (I) the document has been destroyed; (ii) the microfilm, electronically or photographically stored data is a true record of that document; and (iii) the enlargement is an enlargement of the microfilm, electronically or photographically stored data.
6.10.6
Where the scanned images are colour it may be necessary to ensure that the quality of the copy is adequate at printed size prior to destruction of the original to ensure evidential weight of colour plans and photographs are maintained in electronic format.
6.11
PROCESS FOR DESTRUCTION 

6.11.1
The destruction of documents will follow the process outlined below, it is the responsibility of the document owner to ensure it is followed, the Office admin and General Manager will ensure the database is kept up to date with the actions as they are undertaken by the document owner in the process of destruction the points to be logged are:

1) Issue a “Batch” “Unique Reference Number” (URN) – Document numbering (IRN)
Where a group of documents are being destroyed a batch number should be issued that will then relate to the list to be created of that batch, further to that each document will receive a URN to identify the individual document in that batch
2) Record on DATABASE – Index of files for destruction (file name = URN/IRN)
3) Signed confirmation “Destruction Request Form” 

4) Destruction Confirmation Record 
*All above are evidence for scanned docs to be admissible 
6.12
FINANCE ARCHIVING

6.12.1
All Finance records are governed by Statutory Financial Regulations, which dictate the length of time that records are retained. Records do not need to be in physical form and electronic versions are acceptable by the Financial Services Authority.

6.12.2
Financial records should normally be kept for six years plus the current year’s records. Phoenix Support will keep its financial records in electronic format and where destruction of originals are required it will follow the same process outlined above to ensure compliance with regulatory guidance.

6.12.3
Financial records can be archived electronically as above and the same process must be followed, where records are archived and originals destroyed the process to ensure they are admissible if required must be adhered to.
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