EMERGENCY & CONTINUITY POLICY

EMERGENCY & CONTINUITY POLICY – OP05
1.
INTRODUCTION 
This document is aimed at all Phoenix Support staff but especially linked to location management and senior managers. It includes actions on emergency events from Managers and the Company Director. There will be a tight review of this policy to ensure that it links in with any local authority civil emergency plan. Senior Managers will be responsible for ensuring that all appropriate staff have training in line with the policy

2.
POLICY STATEMENT 
Phoenix Support has a statutory duty to assess local risks and put in place emergency plans, co-operating with other local responders to enhance co-ordination and efficiency. Phoenix Support will have in place contingency plans that allow it to continue to provide services during a major incident, or any other incident that may affect service provision, so far as is reasonably practicable and to recover from the additional pressure that an incident would place on it as an organisation. 
This policy outlines how Phoenix Support will meet the duties set out in legislation and associated statutory guidelines as well as any other issues identified by way of risk assessments and any capabilities.
3.
DEFINITION

Meaning of “emergency” within legislation is defined for community and environment and strives to plan for continuity and safety, in this policy we continue to aim for continued safety of our staff and service users at all times, here it relates to the business resources of Phoenix Support and its environs.
4.
PURPOSE

The purpose of this policy is to ensure the safety of our service users and staff at all times, to ensure that we have organisational plans as well as local plans to deal with emergencies in the most effective manner. Each location must ensure that all staff are aware of the actions to take place within the boundaries of this policy. Phoenix Support will meet its responsibility through:-
· Building upon the existing strengths of current multi-agency co-ordination and co-operation
· Fully integrating with partner agencies emergency arrangements, in particular Local Authorities as appropriate.
· Working collaboratively to enhance responses to emergencies and the arrangements to meet them, both during the event, the immediate response and recovery phases.
· Reviewing Phoenix Support’ state of readiness and operability to deal with a Major Incident
· Ensuring that plans for Business Continuity are in place.
Ensuring a culture within Phoenix Support to make emergency preparedness an intrinsic element of management and operations.
5.
CONTEXT
The legal framework for this policy is complex and could run into many aspects dependant on the location of the service and the nature of the emergency, we will link into Local Authority and their Civil Contingency planning (Civil Contingency Planning Act 2004) at appropriate times as well as potentially linking in with local establishments where Control of Major Accident Hazards regulations 1999 are in force.
Phoenix Support remain committed to operate strictly within accordance to requirements defined within the Health & Safety at Work Act etc. 1974. We will further expand upon this under our duty according to the Management of Health and Safety at Work regulations 1999 regulation 3 and 8 in the main, to ensure we plan for emergencies and have appropriate planning to ensure the safety of our services and business
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6.0.1
Phoenix Support will develop, disseminate and maintain a generic incident plan detailing how we will respond to an emergency, including the definition of major incident, the activation, notification and stand-down procedures ensuring robust on call rotas for Phoenix Support (which incorporates Major Incident / Business Continuity emergency response).

6.0.2
We will ensure plans are discussed at senior level to define roles and responsibilities. Control and Co-ordination arrangements, Communications arrangements and response activities as well as recovery arrangements. Where appropriate Phoenix Support will develop, disseminate and maintain specific emergency plans for identified hazards and threats. 
6.0.3
Phoenix Support will ensure that any plans are maintained and tested to deliver an effective response to threats and hazards, this will be done yearly, or if the urgent need arises in the light of any change.  This will include fuel and supplies disruption, flooding and public health incidents and any impact from climate, as well as full or partial service closure. Phoenix Support will have robust and tested command and control systems, as well as meeting their local obligations 

6.0.4
All emergency plans will be validated by tests and exercises conducted where possible within 12 months of the publication of the arrangements. 
6.0.5
All plans must detail actions to be taken from the point of contact to link all sections together, and include additional resources and specialist inclusion.

6.0.6
Phoenix Support recognises British Standard BS-25999 as the definitive guidance for Business Continuity Management. In accordance with BS-25999, we will develop, disseminate and maintain business continuity protocols, strategies and plans and work to embed a culture of business continuity management within the organisation.

6.0.7
An Emergency Planning network will link in with Local Civil Emergency Planning Officers as required. The objectives of this are to share good practice and lessons learnt and to encourage collaborative working.
6.1

Information Sharing
6.1.1
Information sharing requests between Phoenix Support and any other external organisation will be addressed informally through the Management team. Phoenix Support will endeavour to respond to all informal requests for information made by partner agencies and will comply with formal requests for information within 7 days and be directed to the General Manager through head office.

6.2 
Warning & Informing
6.2.1
Phoenix Support has a duty to ensure that we keep stakeholders, and where applicable the public, informed in the event of an emergency. We will develop, disseminate and maintain arrangements for communicating with the public, families and other key stakeholders as required before and during an emergency as part of our planning at senior level. 
6.2.2
The General Manager will work to develop a marketing response for the public, families, key stakeholders and the media. As an organisation, during any state of emergency it will be the responsibility of the General Manager to control and deliver messages to the media, any request for information at these times must be directed through the General Manager
6.3 
Training & Exercising
6.3.1
Phoenix Support’ Senior Team will identify individuals who have specific responsibilities when responding to an emergency and ensure that they are given adequate and appropriate training to enable them to discharge their roles. We recognise the need for collaboration with other agencies and organisations in organising, running and participating in exercises. Where appropriate we will develop and maintain a joint training strategy for the effective delivery of emergency preparedness and response training.
6.3.2
Phoenix Support will identify any budgetary implications required for the running of the Emergency Planning Policy and make provisions where existing budgets are not present or are likely to be insufficient to meet the requirements.
6.4

Monitoring Compliance
6.4.1
The monitoring and enforcement of compliance with the duties and statutory provisions will be undertaken through regular senior meetings, and discussed with the Company Director at least annually.
6.4.2
Emergency Preparedness is evaluated within the CQC registration system. 
Regulation 6D relates to emergency planning (co-operating with other providers) and states that:

People who use services benefit from a service that: - ‘Whenever it is required, has in place a planned and prepared response to major incident and emergency situations.’

Outcome 4B refers to lessons from adverse incidents, compliance will be monitored through Phoenix Support’ reporting and maintenance monitoring on behalf of our service users. 
6.5 

Roles and Responsibilities (Duties) - The following roles and responsibilities relate to how Phoenix Support and its key individuals will prepare for emergencies. 

6.5.1

The Company Director has overall responsibility for Emergency Preparedness and is accountable for ensuring systems are in place to facilitate an effective major incident response. The Company Director is nominated as the Executive Lead (EL) for Emergency preparedness. 
6.5.2
The General Manager will act as the Planning Lead (PL) for Emergency preparedness and will:
· Work closely with others to implement the Emergency Preparedness Policy.

· Work with the Executive Lead to assure Phoenix Support’ compliance with the statutory duties.

· Attend meetings with external agencies if requested or send a nominated deputy.
· Ensure that an on-call rota is developed and maintained for the provision of senior managers to control Phoenix Support’ response to a Major Incident.
· Ensure that contact numbers are available to senior managers to ensure communication in the event of an incident. 
· Maintain an up to date contacts list for emergencies taking into account leavers and new starters. This list should also keep track of the postcodes of staff so that in difficult travelling conditions, people can go to their nearest work location is possible.  
· Coordinate tests and exercises of the Phoenix Support’ emergency arrangements / plans. 
· Arrange Emergency Preparedness and Response training as required.
· Develop, disseminate and maintain Phoenix Support’ Emergency Planning Policy.

· Represent Phoenix Support at meetings as required.

· Assist the PL in multi-agency planning activities 

6.5.4
Pre-defined Marketing will be the responsibility of the PL to develop, disseminate and maintain for handling the media and communicating with the public in line with the duty to ‘warn and inform’ the PL will arrange or deliver appropriate training for staff that are likely to be involved with handling the media before, during or after an emergency response.
6.5.5
Location Manager Roles and Responsibilities –the following responsibilities have been identified within Phoenix Support for its location Managers. 
6.5.5.1
Any location that are staffed 24 hours a day must ensure they have an emergency continuity plan in place for the operational function of their business location, this plan must include a secondary location that staff and service users can be evacuated.

6.5.5.2
Location Managers must ensure that they are aware of, and make all staff aware of the emergency on call rota and plan for their location, each location must have on display at all times the details of the on-call facility
6.5.5.3
Location Managers must be able to mobilise and direct resources at short notice to sustain service user support services throughout a major incident event. They must ensure that all staff are prepared and able to respond appropriately to an incident. 
6.5.5.4
Location Managers must ensure they have arrangements in place to effectively utilise the full range of resources needed to treat any potential casualties, and have systems and facilities in place to ensure the health, safety and welfare of all staff.
6.5.5.5
Location Managers must, where required, provide suitable and sufficient training arrangements to ensure the competence of staff in performing Emergency roles. In preparing for emergencies, it is essential to develop and embed a culture of resilience within the organisation. As such Emergency Preparedness should be a consideration of all staff.
6.5.6

All staff will:-
· Ensure that they are familiar with the arrangements detailed in the Emergency Plans.

· Ensure that they are familiar with their roles and responsibilities.

· Undertake training commensurate with their emergency response role.
· Will make themselves familiar with the on-call system and ensure they have access to the details required on every shift, in every location 

6.5.6.1
Staff must ensure, where it is safe to do so, they remove service users from the immediate danger areas, further evacuation will be done if absolutely necessary. The decision to evacuate will be made by the person in charge of the location at the time of the incident. All staff must be familiar with the evacuation routes of their building. It is the responsibility of each Location Manager to ensure that all new personnel are aware of action to be taken in the event of an emergency

6.5.6.2
In the event of an emergency, communications will rely greatly on the telephone. Staff should not use the telephone except to deal with matters pertaining to the emergency. All staff are expected to remain on duty until all danger from an emergency has passed and the location has been returned to a state of normality. 
6.5.6.3
All locations must have robust and tested emergency plans that incorporate all elements of the organisation linking into a tiered response approach and on call process, through this process access to more comprehensive and detailed planning may be gained

6.6
General Responsibilities

6.6.1
The General Manager or designated senior manager will be responsible for linking with, and activating the civil emergency planning team improper use could lead to charges to the organisation.
6.6.2
All emergency plans must be prepared in consultation with someone of seniority to ensure they are developed in accordance with corporate plans, and to ensure that they link together and activate each other as appropriate.

6.6.3
All location Managers must ensure they submit emergency contact details annually to the Office Manager who will maintain a register of locations and electronic copies, these will be stored on the OneDrive Location Managers will have access as well as the Senior Management team
6.6.3
Details that need to be stored must include service user and staff next of kin, as well as Missing Person forms including service user Photos, these must include the date the picture was taken and must be within the last three years.

6.6.4
An organisational Emergency plan will give full consideration to test the resources needed should the event arise, The General Manager will be responsible for maintaining this plan. 

6.6.5
Location Managers should encourage all vulnerable people to registere with the UK power networks as priority customers. 
6.6.6
Civil emergency planning officers through the 24hr contact can activate their emergency plan within minutes of the call and are able to open community rest centres in various areas of the community within an hour, they are able to provide resources such as;
· Fleet transport and drivers for large scale movement

· Food and accommodation 

· Bedding and clothing

· Emergency communications (Raynet)

· Back up and emergency power 

· Medical support, search and rescue

· Flood mapping etc. 

6.6.9
Location Managers are expected to have emergency contact with all members of their team, should the need arise. Emergency availability should be considered in advance and managers must establish a list of staff and their numbers that can be contacted in the event of an emergency to provide extra assistance and staff cover.
6.7

Business Continuity Services
6.7.1
The Company Director or the next most senior person available at the time of the emergency in the organisation, will invoke the Business Continuity Plan, staff will be co-opted to join the team, dependent on the nature of the emergency.  The Company Director (or the most senior person present) will lead the team and be responsible until business continuity can be handed back.  
6.7.2
Contact telephone numbers for key staff, work locations and approved suppliers can be found on the CareForIt System under Location/17 Hart Street/. Communications will be established by the most effective means.  This may include the use of personal email and telephone numbers.
6.8
FIRST CONTACT

6.8.1
As considered appropriate to the event, the senior person at the scene will summon assistance from the emergency services by dialling 999.  At the next safe opportunity, the most senior person will contact Head Office with details of the event, this will be reported to the General Manager or most senior person present.

6.8.2
If a local manager or employee considers that they are experiencing an extraordinary emergency that does not require the Emergency Services, they are to contact their line Manager.  If this is not possible the most senior person at the scene must contact Head Office on telephone no. 01622 682535 or the General Manager on 07711589830
6.9
RECORDING THE EMERGENCY

6.9.1
At end of the business disruption, the General Manager will dissolve the Business Continuity Team and arrange a full debrief following the disruption with the aim of learning from the experience. The General Manager will assign responsibility, actions and timelines for corrective activities. The written record of the emergency may be required at any subsequent Inquiry, Tribunal or Court hearing.  

6.9.2
The General Manager will maintain a record of events, timings, decisions (by whom) and actions taken from the onset of any disruption. All records must commence with the name and job title of the author and be signed and dated after each entry. 
6.9.3
Where appropriate a full investigation of the event will be instigated by the General Manager and findings reported to the Company Director
6.10 
ASSESSMENT OF THE EMERGENCY

6.10.1
In order to react effectively to an emergency, the emergency must be analysed to assess the impact on critical functions.  Hazards that may disrupt Phoenix Support’ business include:

· IT failure / loss of data 

· Fire or explosion 

· Loss of premises

· Utility failure

· Transport accident 

· Extreme weather 

· Flooding 

· Major staffing issues 

· Major epidemic or pandemic

6.10.2
Considerations to be accounted for are whether the emergency affects:

· The whole of Phoenix Support’ services and locations

· A geographical region of operations

· One service or part of a service

· Head Office

6.10.3
Critical functions without which Phoenix Support will quickly cease to operate are prioritised as:

· Support Provision
· IT/Communication Failure
· Staff wages

· Administration (general, accounts, HR)

· Property and Development

6.10.4
In analysing the ongoing disruption to business, the affects should be considered over

· 24 hours

· 48 hours

· 1 week

· 2 weeks

· 1 month 

· (on going as required)
6.10.5
A business impact analysis will be required for each critical function by the senior person of each function, who will then report directly to the Business Continuity Team. 

6.11 
EMERGENCY INFORMATION
6.11.1
Each work location will have access to emergency information that will contain up to date information and resources that may be required in an emergency.  The location Manager is responsible for ensuring the information and resources are up to date 

6.11.2
NOTE: Operational Emergency Procedures are to be cross referenced with and comply with the protocols described in this continuity plan. 

6.12 
EMERGENCY ACCOMMODATION

6.12.1
Any location that provides accommodation is to ensure that secondary emergency accommodation can be arranged, recorded and details for access at any time of day or night retained 
6.13 
ALTERNATIVE WORK LOCATIONS

6.131
Where work premises are directly affected, alternative premises must be sought as a priority. 

6.13.2
If Head Office premises become unusable, the Head Office function will relocate temporarily to ACCOMODATION YES Premises where the General Manager will outline any further plans.  All staff must ensure they maintain contact in the event of any Emergency through their line manager who will instruct them and relay information, Head Office staff will be permitted to work from home where applicable.  
6.14
ICT RECOVERY
6.14.1
Phoenix Support do not operate a local server based data storage facility, all data is stored using a secure version from Webform CareForIt, access is via any internet capable device, and all Senior Support Workers and members of the senior management team can access information via issued iPads/laptops or other internet capable devices. 
6.14.2
Phoenix Support do not operate a specific ICT Recovery Plan, as the service is provided by Webform and they have a backup server on behalf of Phoenix support.  Any computer hardware that may be required will be authorised by the General Manager for purchase at the time of an emergency .
6.15 
COMMUNICATING WITH STAKEHOLDERS

6.151
Stakeholders are those affected by the operations of Phoenix Support and in particular affected by the emergency.  Although this list is not exhaustive, stakeholders include:
· Staff/Service users

· Commissioners, Local Authority agents
· Trades Unions

· Suppliers

· Landlords

· Neighbours

6.16 

COMMUNICATION WITH STAFF

6.16.1
Staff will be kept fully briefed through the line management structure as far as possible.  Formal briefings will be in the form of written briefings to ensure that a consistent message is communicated throughout the organisation.  A record of all briefings will be retained. 
6.16.2
In extreme circumstances, consideration should be given to the use of emails, SMS, letter, telephone, local media, a central help line etc.
6.17
OTHER COMMUNICATION

6.17.1
Communication with service users and relatives, commissioners, suppliers, contractors will be undertaken by the Business Continuity Team.  All queries are to be directed to the Business Continuity Team or nominated spokesperson.
6.18 

PUBLIC INFORMATION AND THE MEDIA
6.18.1
Public communication is to be undertaken by a member of the senior Management or nominated person.  Staff are not to talk to, or otherwise give statements, to the media.  

6.18.2
Where the media are requesting a response to allegations where the organisation is perceived to be at fault, this should be given in a concise written statement rather than a verbal interview.

6.19

STAFF INJURY OR ILLNESS

6.19.1
Should a member of staff require hospitalisation as part of an emergency, their next of kin (NOK) will be informed by Head office at the instruction of the General Manager and appropriate welfare provision will be put in place as necessary?
6.19.2
In the event of the death of a member of staff, the emergency services will notify the NOK.  Staff and managers shall refer NOK to the emergency services.

6.20 

RESOURCES REQUIRED FOR RECOVERY: 

6.20.1
Mail:
Consider the need to redirect mail from one location to another, or for a nominated person/s to open and deal with the mail in the absence of key staff. 

6.20.2
Staff: 

How many staff are required and how they are to be deployed.  

Redeployment: Consider arrangements for staff travel and childcare.

Retraining: Preparation time should be made for training to carry out job roles other than that described in the employment contract. 

Promotion: Where it is necessary to promote staff into a position of responsibility to provide cover in the absence of a key manager, adequate instruction, supervision and support must be provided.

Relocation: Identify whether the function or service could be carried out by staff anywhere else.  Consider, working from home, in another location, mutual aid with another organisation, etc.  

6.20.3
Resources:
List the resource required for replacement or repair.  For example.

Computers (hardware and software) 

Work equipment

Communication equipment (landlines / mobiles)

Clothing and Person Protective Equipment
6.21
EVENT SPECIFIC CONTINGENCY PLANS

6.21.1
Phoenix Support may face challenging events that are foreseeable and thereby permit the preparation of specific contingency plans designed to cope with the challenge and assure business continuity these may be circulated as required. 

6.21.2
Examples of such challenging events whereby time permits the preparation of specific contingency plans to be developed include:

· Influenza pandemic or other illness affecting a significant proportion of the general population (this may prevent large groups of staff from attending work and/or employees of organisations that we rely on from delivering their services or products).

· Disruption in fuel supplies affecting road vehicles. 

· industrial unrest affecting: 

· energy supplies 

· transport and distribution of goods

· telecommunications network

6.21.3
Event specific Contingency plans will be prepared and communicated to staff and other relevant stakeholders as soon as the scope of the impending event is identified.

6.21.4
Contingency plans are to be appropriately cross referenced to the Business Continuity Plan and read in conjunction with the same.

6.22
REDEPLOYMENT OF STAFF

6.22.1
In the event of a business crisis, staff may need to be redeployed to assure the viability of service delivery.  Redeployment in this policy, is a temporary measure expected to last only days or weeks until the crisis has passed.

6.23
Coordination and Control

6.23.1
Coordination and Control will be undertaken by the senior manager responsible for business continuity during the crisis.  Specific responsibilities for selection of staff and consultation for redeployment will be allocated to managers.  Managers will submit their proposals for redeployment for consideration.  Managers will identify named individuals and their current work locations and the proposed role they would take up.

6.23.2
In considering staff for redeployment, the senior manager is to consider the suitability of the individual for undertaking the temporary role, where training, coaching or other support will be needed to assist the employee’s suitability. 
6.23.3
The Senior Manager should consider

· the roles and work location/s to be covered by redeployment

· the length of time the redeployment is required and the review points

· the names, roles and current work locations of employees to be redeployed

· arrangements for supervision and health, safety and welfare during redeployment

· transport arrangements for getting to work

· any accommodation requirements

· reimbursement of costs incurred by the redeployed employee

· any bonus payment or other incentive for completion of the redeployment

6.23.4

The senior manager will collate the information, formulate the redeployment plan and execute by delegating the operational delivery to appropriate managers, consulting with the Staff in a manner appropriate to the situation.   

6.24
Consultation
6.24.1

Meaningful consultation will take place with the individuals concerned and contemporaneous notes will be retained by the consulting manager specifically noting objections and/or heads of agreement.  

6.24.2

Where possible, volunteers will be sought for redeployment.  The views presented by individuals will be taken into consideration before decisions are made.  Employees may be accompanied at consultation meetings by a union representative or work colleague, if this does not cause a critical delay.  

6.24.3
The consultation process will cover the following:

· The reasons for the proposed redeployment and the nature of the redeployment (ie job role, work location, line manager).
· the length of time the redeployment is expected to last
· Any personal circumstances that prevent the employee from being redeployed and how these could be overcome.

· Any training/coaching required to fulfil the role and how such training/coaching will be implemented. 

· reimbursement of any travel or accommodation costs

6.24.4

Terms and conditions of redeployment will be confirmed in writing and will specify the new job role, the rate of pay and any differences in conditions of service from those of the previous job.  The issue of the written confirmation shall not delay any redeployment, although issue will be made as quickly as practicable.
6.25
Refusal to be redeployed
6.25.1

If an employee refuses to be redeployed, the circumstances are to be reviewed with the employee by the senior manager or an appropriate manager delegated with the responsibility.  The employee is to be informed in writing of the nature of the meeting and that the meeting may lead to dismissal if the refusal is considered unreasonable under the current circumstances.  

6.25.2

At the meeting with the member of staff, the senior manager will consider whether the refusal is unreasonable after considering the nature of employee’s objections.  
· All decisions will be confirmed in writing.  The employee has the right of appeal against any decision by following Phoenix Support’s disciplinary and grievance procedure.

6.26 
PURCHASE OF GOODS AND MATERIALS 

6.26.1
This section will only apply if Head Office is unable to function due to either ICT failure or the Head Office building being out of use.  In all other emergency situations, normal policies and procedures will apply.

6.26.2
If possible, the necessary goods shall be ordered according to normal practice and payment will be made.  If this is not possible then the following options are available: -

1.
Invoice – The most preferred option is to request that suppliers invoice Phoenix Support on usual credit terms (normally circa 30 days from date of invoice). An alternative address may need to be given for invoicing.

2.
Cheque – These may be used if required as decided by the senior manager responsible for business continuity during the crisis or by the CEO or finance department.

3.
Credit Card – If an urgent payment is required and a credit card is acceptable to the supplier then the cardholder must arrange the payment. At no time should a card be given to another member of staff to use; 

4.
Cash – Cash should be used as a last resort as it may be in limited supply and is more difficult to record accurately.  Cash can be used in emergency situations for the purchase of goods/supplies by following normal procedures.  It should be recognised that cash used may not be able to be replenished quickly so this must be taken into account in deciding whether to pay by cash. Head Office will arrange for an emergency cash fund to be held in accordance with relevant Finance Policy and Procedure. 
6.26.3
Although it may be difficult in emergency situations, every effort should be made to ensure that procedures are followed and that records of all orders and transactions, whether by cheque, credit card or cash, along with invoices and receipts, are kept and safely stored. 
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