RISK ASSESSMENT POLICY

RISK ASSESSMENT POLICY – HS14


1. INTRODUCTION 
Phoenix Support accepts that some of its activities may, unless properly controlled, create risks to service users, staff, visitors, contractors and others, and will endeavour to take all reasonably practicable measures to reduce these risks to an acceptable level. But we fully encourage informed choice and with that an element of risk is inevitable
2. POLICY STATEMENT 
Phoenix Support aims to manage the risks presented by its activities in a manner that will allow compliance with all relevant legislation, our commitment is to plan in a systematic manner our workplace activities to provide a safe environment for all our staff and service users as well as manage risk that could be presented to anyone else affected by our business  
To achieve this, the organisation needs to understand its risks, how they are being controlled and prioritised, whilst recognising the guidance provided by national bodies, existing legislation and Specialist Advisers. The broadest sense of harm and potential harm to the organisation, and its ability to deliver the quality services to which it aspires, must be the focal point for this exercise

3. DEFINITION

The purpose of a risk assessment is to provide a systematic and methodical tool for identifying risks associated with legal, moral and financial duties, removing them where possible, or otherwise implementing effective control measures and precautions that are reasonable and practical in the circumstances, to offer individuals an informed choice 
4. PURPOSE
The purpose of this policy is to provide clear instructions on the identification of hazards and the management process of those hazards. This will enable Phoenix Support to actively monitor, manage, prioritise and develop a consistent approach to all risk assessments. It will ensure actions necessary to reduce it are in place; we will provide a robust mechanism that can be contributed to by all, Staff are aware of their roles and responsibilities within the assessment process. The senior management team are fully aware of the risks facing the organisation, and manage these on a corporate scale
5. CONTEXT
Risk management is outlined in the Health and Safety at Work etc. Act 1974, the Management of Health and Safety at Work Regulations 1999, Workplace (Health, Safety and Welfare) Regulations 1992, and many more where more specific risk assessments maybe required for certain activities (COSHH, DSE, MHO etc.). 
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6.1
GENERAL

6.1.1
There are two main reasons why risk assessments are carried out:
· To assess any current activity or situation to identify any control measures needed.
· To proactively assess any risks presented by a proposed activity or situation.
6.1.2
It is a legal requirement to make suitable and sufficient assessment of an identified risk, a range of risk assessment tools are available for specific activities, risk assessments should not be complicated in structure or content.
6.1.3
Each risk must be considered on its own merit using the five 5 steps to risk assessment:

1. Identify the hazards (anything which has potential to cause harm)
2. Identify those who may be harmed
3. Evaluate the risk, consider existing precautions
4. Record the findings
5. Review and Revise as necessary
6.1.4
Risk management is not a static process, assessments must be thoroughly reviewed to reflect this, each assessment must be given a realistic review date, and no more than an annual review. All risk assessments which have expired in date must be reviewed or removed from service without delay

6.1.5
All risk assessments must contain the date of completion and the date they are valid until all reviews must take place when circumstances change or review dates reached, whichever is sooner

6.1.6
All risk assessments must not only identify the risks but must also assess the impact on those affected; this will ensure results are structured, rational and proportionate

6.2
MANAGERS RESPONSIBILITIES
6.2.1
It is the responsibility of the manager to ensure risk assessments are carried out, management plans and control measures adhered to. Managers will ensure that every service has appropriate assessments in place 
6.2.2
All managers will ensure that employees are aware of the location and content of all risk assessments which may be relevant to them in the course of their duties

6.2.3
Managers must ensure that risk assessments take into consideration any control measures in place and contain a level of detail that is proportionate to the risk being assessed

6.3 
STAFF RESPONSIBILITIES 
6.3.1
All employees are responsible for managing their own safety and that of others, whilst at work. Everyone must follow guidelines and training given, and must report any issues of concern as soon as practicable.
6.3.2
The complete risk assessment process should be consultative and as many people as possible should be involved in the undertaking, this should include all employees who are likely to be implementing the control measures, and where possible service users if they are involved. Everyone must be informed of the results if they are likely to come into contact with the potential hazard. HSF001 can be used to assess risk and will identify the five-step approach
6.4
EXAMPLES OF RISK ASSESSMENTS 
1) GENERAL RISK ASSESSMENT (BUILDING, COMPREHENSIVE)
2) OFFICE RISK ASSESSMENT (WORK STATION, VDU)
3) INDIVIDUAL RISK ASSESSMENTS (TRAVEL, WORK, COMMUNITY)
4) ACTIVITY RISK ASSESSMENT (SWIMMING, SHOPPING, BOWLING)
5) STAFF RELATED RISK ASSESSMENTS (LONE WORKING, ACTIVITY, DRIVING)
6) ONE OFF RISK ASSESSMENTS (HOLIDAY, CONTRACTORS, VISITORS)
6.5
FIVE STEPS TO RISK ASSESSMENT 

6.5.1
Identify the risk - Risks may be identified through a variety of mechanisms from walking around your workplace and looking at what could reasonably be expected to cause harm. 
6.5.2
External Assessment/Audit including: Care Quality Commission, Health & Safety executive, Environmental Health, Recommendations from other external enquiries and reports can also be a reactive measure of hazard identification
6.5.3
Assess the risk - Once a risk has been identified a risk assessment should be completed HSF00, this must have a set review date to identify the period of time it is valid for
6.5.4
Monitoring / reviewing the risk - All risks should be documented and progress monitored on a monthly basis by Managers. If No change in needs or circumstances has been observed when completing the risk assessments for service users, Phoenix staff should review them on a quarterly basis. (3 monthly).
6.6
GUIDANCE FOR ASSESSING THE RISKS
6.6.1
The risk matrix below is designed to assist you and offer a consistent and systematic way to assess risk: just follow each step of the process
6.6.2
Step 1: If the risk occurred what are the likely consequences (C) to person(s) or the organisation? Use the table below to grade the consequence

6.6.3
Step 2: Look at what is being assessed and ask the question: What is the likelihood (L) of harm to persons or the organisation, given the current controls/precautions in place? Use the table below to grade the likelihood
6.6.4
Step 3:  To obtain the risk rating, multiply the consequence by the likelihood
6.7
CONSEQUENCE & LIKELIHOOD
	
	CONSEQUENCE

	LIKELIHOOD
	1

Insignificant
	2

Minor
	3

Moderate
	4

Major
	5

Extreme

	1 – Rare

Not expected to occur
	1

LOW
	2

LOW
	3

LOW
	4

MODERATE
	5

MODERATE

	2 – Unlikely

Occurs infrequently
	2

LOW
	4

MODERATE
	6

MODERATE
	8

SIGNIFICANT
	10

HIGH

	3 – Possible

Once or twice a year
	3

LOW
	6

MODERATE
	9

HIGH
	12

HIGH
	15

EXTREME

	4 – Likely

Hazard will occur but is not persistent. 

There are no issues of custom and practice.
	4

MODERATE
	8

HIGH
	12

HIGH
	16

EXTREME
	20

EXTREME

	5 –Certain

Constant threat is custom and practice
	5

MODERATE
	10

HIGH
	15

EXTREME
	20

EXTREME
	25

EXTREME


6.8
RISK RATING
These are applied for purposes of rating the risk 


Low (1 – 3)                                                        
High Risk (8 – 12)




Moderate Risk (4 – 6)                                       Extreme Risk (15 – 25)

6.9
RISK LEVEL AND ACTION REQUIRED.
	Score
	Risk Preventative Measures to be Taken or Planned

	1-3
	Low Risk – manage by routine procedure. Implement any action that will eliminate/control the risk. Remains Departmental Risk Register

	4-6
	Moderate Risk – Management action must be specified. The departmental manager must devise, agree, and implement an action plan to reduce or eliminate the risk. Department Risk Register

	8-12
	High Risk – Senior Management action. The CSC Management Team must be aware of any risks scoring 12 or above and the Departmental Manager must devise and implement an action plan to reduce, control, or eliminate the risk. Risk must be inputted onto CSC Risk Register (score of 12 or above) and Trust Risk Register where appropriate (see Risk Management Policy).

	15-25
	Extreme Risk – Immediate action required. The CSC Management Team must be made aware and are responsible for ensuring an investigation and action plan is commenced immediately to reduce, control, or eliminate the risk. The risk must be inputted onto the CSC Risk Register and Trust Risk Register as appropriate according to the Risk Management Policy.


6.10
GUIDANCE & INTERPRETATION
	
	Insignificant/None

(Green)
	Minor

(Yellow)
	Moderate

(Amber)
	Major

(Red)
	Extreme

(Red)

	Injury (physical / psychological)
	Adverse event with minor injury not requiring first aid and managed correctly
	Minor injury / illness, first aid treatment needed. Staff sickness < 3 days
	RIDDOR reportable. Adverse event which impacts on a small number of people
	Major injuries or long term incapacity / disability (e.g. loss of limb)
	Incident leading to death or major permanent incapacity. 

	Quality of the service experience / outcome
	Reduced quality of service experience not directly related to delivery of care
	Unsatisfactory  experience directly related to care – readily resolvable
	Mismanagement of care + short term effects (less than a week)
	Mismanagement of care + long term effects (more than a week)
	Totally unsatisfactory outcome or experience

	Complaints / Claims
	Locally resolved complaint


	Justified complaint peripheral to care
	Below local resolve. Justified complaint involving lack of appropriate care
	Claim above local resolve. Multiple justified complaints
	Multiple claims or single major claim

	Staffing and Competence
	Short term low staffing level (<1 day), no disruption to service
	Ongoing low staffing levels resulting in minor reduction in quality of care
	Late delivery objective / service due to lack of staff. Minor error due to ineffective training. Ongoing problems with staffing levels
	Uncertain delivery of objective / service due to lack of staff. Serious error due to ineffective training
	Non-delivery of objective / service due to lack of staff. Critical error due to insufficient training

	
	Insignificant/None

(Green)
	Minor

(Yellow)
	Moderate

(Amber)
	Major

(Red)
	Extreme

(Red)

	Service / Business Interruption
	 Interruption in a service which does not impact on the delivery of care or the ability to continue to provide the service


	Short term disruption to service with minor impact on care 

Some accountability implications 
	Some service disruption with unacceptable impact on care. Non-permanent loss of ability to provide service


	Sustained loss of service with serious impact on delivery of care: major contingency plans involved

Recovery highly complicated and time-consuming
	Permanent loss of core service or facility. Disruption to facility leading to significant ‘knock-on’ effect Recovery would be extremely complicated

	Projects

/ objectives
	Insignificant cost increase / schedule slippage. Barely noticeable reduction in scope or quality


	< 5% over budget / schedule slippage. Minor reduction in quality / scope
	10% over budget / schedule slippage. Reduction in scope or quality
	10 – 24% over/ under budget/ schedule slippage. Does not meet secondary objectives


	> 25% over /under budget / schedule. Doesn’t meet primary objectives. Reputation seriously damaged. Failure to appropriately manage finances

	Financial
	Small loss
	Loss < 5% of budget
	Loss < 10% of budget
	Loss of 10 – 25% of budget
	Loss of > 25% of budget

	Inspection / Audit
	Small number of recommendations which focus on minor quality/ process improvement issues
	Minor recommendations addressed by low level of management action
	Challenging recommendations addressed with appropriate action plan
	Enforcement Action. Critical report / low rating
	Prosecution. Zero Rating. Severely critical report

	Adverse Publicity / Reputation
	Coverage in the media, little effect on public confidence / staff moral

Public perception would remain intact
	Local media – short term. Minor effect on public attitude / staff morale

Public perception may alter slightly 
	Local media – long term. 

Considerable adverse public reaction / staff morale 
	National media < 3 days. Usage of services affected

Public undermined: could result in major problems
	National media > 3days. 

Major adverse public reaction 
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